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09:00 - 10:30 | IPv6 Multicast for carrier/ISP Tutorial

09:00 -12:30 | BGP Techniques Tutorial

DNSSec Tutorial

IRME Tutorial

APCAUCE

09:00 - 17:30 | APTLD

11:00 - 12:30 | Tutorial: Porting IPv4 applications to dual stack, with examples

14:00 - 15:30 | Opening Plenary

16:00 - 17:30 | APOPS Plenary 1

17:30 - 19:00 | Web of Trust BoF

19:00 - Late | APRICOT 2010 Opening Social Event



http://meetings.apnic.net/29/program/tutorials/bgp
http://meetings.apnic.net/29/program/tutorials/dnssec
http://meetings.apnic.net/29/program/tutorials/irm
http://meetings.apnic.net/29/program/apcauce
http://www.aptld.org/
http://meetings.apnic.net/29/program/tutorials/porting-ipv4-apps
http://meetings.apnic.net/29/program/opening-plenary
http://meetings.apnic.net/29/program/apops-plenary-1
http://meetings.apnic.net/29/program/informals/web-of-trust-bof
http://meetings.apnic.net/29/program/socials/opening-social

2 March 2010 (Tuesday)

09:00 -10:30

APOPS Plenary 2

09:00 - 17:30

APTLD Meeting

11:00-12:30

International Fibre Developments

When ISPs run out of IPv4

Net Desigh & Mgmt

12:30 - 14:00

APIA AGM

13:00 - 16:30

IPv6 Economics Workshop

14:00 - 15:30

APRICOT Peering Forum 1

Network Core Infrastructure Security Tutorial - Best Practices

14:00-17:30

MPLS-based Metro Ethernet Networks Tutorial

Internet Routing Registry Tutorial

16:00 - 17:30

APRICOT Peering Forum 2

Layer 2 Attacks and Mitigation Techniques Tutorial

17:30 - 19:00

APNIC PDP BoF

ISOC Chapter Meeting BoF

Asia Pacific IPv6 Task Force (APv6TF) Meeting



http://meetings.apnic.net/29/program/apops-plenary-2
http://www.aptld.org/
http://meetings.apnic.net/29/program/int-fibre-devs
http://meetings.apnic.net/29/program/plenaries/isp-ipv4-runout
http://meetings.apnic.net/29/program/net-design-and-mgmt
http://www.apia.org/agm/index.html
http://meetings.apnic.net/29/program/workshops/ipv6-economics
http://meetings.apnic.net/29/program/apricot-peering-forum-1
http://meetings.apnic.net/29/program/tutorials/core-security
http://meetings.apnic.net/29/program/tutorials/mpls-metro
http://meetings.apnic.net/29/program/tutorials/irr
http://meetings.apnic.net/29/program/apricot-peering-forum-2
http://meetings.apnic.net/29/program/tutorials/layer2-attacks
http://meetings.apnic.net/29/program/informals/pdp
http://meetings.apnic.net/29/program/informals
http://meetings.apnic.net/29/program/apv6tf

Peering Forum Reception

3 March 2010 (Wednesday)

09:00 -10:30

Routing Session

IXPs Session

State of IPv6 Session

11:00 -12:30

Routing Security Session

Lightning Talks

IPv6 Deployment Session

APNIC NIR SIG

14:00 -15:30

APNIC Community Consultation - IPv6 and ITU

Operations Session

Best Practices in Network Planning Tutorial

14:00 -17:30

Packet Based (IP) Radio Access Network Tutorial

16:00 -17:30

APNIC Policy SIG 1 - Setting the Scene

DNS Session

Tutorial - Which routing protocol?

17:30 -

APNIC Resource Certification BoF



http://meetings.apnic.net/29/program/routing-session
http://meetings.apnic.net/29/program/ixps-session
http://meetings.apnic.net/29/program/state-of-ipv6-session
http://meetings.apnic.net/29/program/routing-security-session
http://meetings.apnic.net/29/program/lightning-talks
http://meetings.apnic.net/29/program/ipv6-deployment-session
http://meetings.apnic.net/29/program/nir-sig
http://meetings.apnic.net/29/program/consultation
http://meetings.apnic.net/29/program/operations-session
http://meetings.apnic.net/29/program/tutorials/network-planning
http://meetings.apnic.net/29/program/tutorials/packet-based-radio-access
http://meetings.apnic.net/29/program/apnic-policy-sig
http://meetings.apnic.net/29/program/dns-session
http://meetings.apnic.net/29/program/tutorials/which-routing-protocol
http://meetings.apnic.net/29/program/informals

19:00

19:00 - Late | APNIC Social Event

4 March 2010 (Thursday)

09:00 -10:30 | APNIC Plenary

11:00 -12:30 | APNIC Policy SIG 2

Security Session

Ethernet OAM Tutorial

14:00 -15:30 | APNIC Policy SIG 3

New Technology Session

Tutorial - The New Internationalized Domain Names (IDN)

Standard - What is it, and how to use it

16:00 -17:30 | Closing Plenary

17:30 -18:30 | ICANN Nominating Committee KL Outreach Event

19:00 - Late | APRICOT Closing Social Event

5 March 2010 (Friday)

09:00- 15:30 | APNIC Member Meeting
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http://meetings.apnic.net/29/program/socials/apnic-social
http://meetings.apnic.net/29/program/apnic-plenary
http://meetings.apnic.net/29/program/apnic-policy-sig
http://meetings.apnic.net/29/program/security-session
http://meetings.apnic.net/29/program/tutorials/ethernet-oam
http://meetings.apnic.net/29/program/apnic-policy-sig
http://meetings.apnic.net/29/program/new-technology-session
http://meetings.apnic.net/29/program/tutorials/new-idn-standard
http://meetings.apnic.net/29/program/tutorials/new-idn-standard
http://meetings.apnic.net/29/program/closing-plenary
http://meetings.apnic.net/29/program/icann-nomcom
http://meetings.apnic.net/29/program/socials/apricot-closing-social
http://meetings.apnic.net/29/program/amm
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http://meetings.apnic.net/29/program/consultation
http://meetings.apnic.net/29/program/consultation
http://meetings.apnic.net/29/program/consultation

k=% Policy SIG £ 3 6 B4k % » P 4o

Policy Proposal | Proposal #f & Proposal = p % FAP RN
2 +
Prop-078 IPv6 | st Proposal #-4% 4L | It is proposed that to receive A
deployment o " . P
o # APNIC ¢ R i | IPv4 addresses under the final R

criteriafor IPv4 | ' .
final /8 - ®/8 pF=& I LIR | /8 policy,account holders must
delegations ¥ 31 18/22 oyl | meet the following additional

LG RIRNA - L criteria:

IPv6 #& #% e93.4] 4 it | 1.The account holder must

- demonstrate either:

(1).an IPv6 transition plan, OR
(2).IPv6 deployment needs,
especially the needs for IPv6 to
IPv4 internetworking.

2.The account holder must have
either:

(1).existing IPv6 addresses, OR
(2). a valid application for IPv6




addresses.

Prop-079 Abuse | }* Proposal 3% ! Institute a mandatory reference | if = %
_contact . whois T 1 to an IRT object in inetnum, Ea
information inetnum, ineténum, _ ,
(abuse-c) autnum 4c b abuse-c ineténum and aut-num objects.
IFR S BT AR In terms of implementing a
% P % { #7 whois 7 mandatory IRT reference, it is
T EB % suggested that this be part of
abuse-c - two established actions:
(1).The next time an
organization attempts to update
an existing inetnum, inetbnum
or aut-num object
(2).When new inetnum,
inetbnum or aut-num objects
are added to the database
prop-080: #* Proposal #*t IPv4 | It is proposed that APNIC e N
Removal of IPv4 | i=ak 4528 5 223X %R | remove the policy that enables | &
prefix exchange | * APNIC Policy ¥ ¥ | networks to exchange
policy i FE R 2 noncontiguous address blocks in
IPv4 =3t { 4% 5 — B | exchange for a single,
i 2. IPv4 - htiEIE | aggregated range
PRI £ 4
prop-081: #* Proposal #& ! § i& | 1.Each assignment will consist FiE =
Eligibility for » B fs — /8 kg £< | of the minimum 2.IPv4 £

assignments

from the final

/8

oA R A

assignment 7 (¢ 2z

apnic

Small multihoming
assignments, Internet
Exchange Points %

Critical infrastructure)
GRS N ?‘;j‘é—— /24

assignment size.

The account holder must meet
the criteria for receiving an IPv4
portable assignment

(2).Small multihoming
assignments

(2).Internet Exchange Points
(3).Critical infrastructure

3.All APNIC account holders are
eligible to receive only one
allocation OR assignment from
the final /8 worth of address

8




space

prop-082: A kRS " # | 1.Remove the requirement e MRS
Removing APNIC Policy ® » & | under the initial IPv6 allocation | &
aggregation = %% 2 IPv6 $ X % | criteria to aggregate an initial
criteria for IPv6 | & & {7 B f 2 ‘LMP; > | IPv6 allocation as a single prefix
initial g p o & RIR &9 2.Include a stronger
allocations IPv6 policy I # - recommendation about the

importance of aggregation to

the IPv6 policy document
prop-083: A EFE N E &Y 5 | Litis proposed that alternative | * i =
Alternative IPV6 i ht P > “F 43 | criteria be added to the £
criteria for 71 * F et B 2 5% | subsequent IPv6 allocation
subsequent ‘h s Z KL #TH - B | policy [2] to allow current APNIC

IPv6 allocations

RE Vs B Lt A S

Fe ;%-

account holders with networks
in multiple locations but without
a connecting infrastructure to
obtain IPv6 resources for each
location.

2.To qualify for subsequent IPv6
allocations under the proposed
alternative criteria, account
holders must:

(1). Be a current APNIC account
holder with an existing IPv6
allocation

(2).Be announcing its existing
IPv6 allocation

(3).Demonstrate that the LIR has
additional networks that are not
connected to the network
announcing its existing IPv6

allocation




3. APNIC Member Meeting
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— Akinori Maemura(p #)

— Che-Hoo Cheng(% i%)

— MaYan(= )

4. NIR Hostmaster & Technical Workshop
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(3). #1# APNICIPv4 iz &t Transfer =71 Policy I {7}k /% o

(4). £ % APNIC i it IPv6 ¥ 3 3¢ o

(5). 4 % APNIC 7 DNSSEC % RPKI p w0 7z § ki o

5. APNIC Community Consultation - IPv6 and ITU

AL ERY MU F XL IPV6nt 288 kon- R > TR HRRFLES
B B e £ IPV6 ik 1978 45 (CIR Model) » 24 =t § 3R 5 APNICAL#H & L LR € 3%
l;‘-"g EEA g7ﬁ %% 3 3 % 15-16 ITU IPv6 Group g ERE R g REHAICT
(1).1TU 3 %%m%wﬂﬁwi_amw.im#ﬁ{EQWﬂﬁo

(2). 3% ITU 2 IPv6 Group = B ch k38 17 0L iR AT 3d5m » X85 S AP M p
Stakeholder %¥7 -

€ Ris T BEP fRen™ Nk D APNICALEH ITU R 5 = 5 IPv6 =0t 23 48 & eh
f"’iz g\ps ﬁr%}]\ % ’9}\;!7 K'T 1o
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=
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http://meetings.apnic.net/29/program/consultation

6. AP IPv6 TF(Asia Pacific IPv6 Task Force)
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it 1 APNIC ALF 4 ITU IPV6 s 2x

IP address management is fundamental to ongoing Internet stability. Over the past
decade the Internet has become fundamental to the world’ s economy. The Internet
is truly global. What happens in one part of the world affects the rest of the world. So
changes in IP address management could affect billions of devices globally,
irrespective of the country where they are located.

The importance of an open environment

The Internet has become what it is today because of the open, transparent,
bottom-up process used to develop the Internet’ s protocols and management
policies. Everyone is encouraged to participate.

RIR decision making has no barriers to participation. Anyone, including government,
can have their say. This is made transparent by public archives of the decision making
process, including mailing lists, video, and meeting transcripts.

Risks of introducing a parallel address management system

The operational stability, security, and efficiency of the Internet relies on a single
consistent address management framework. The introduction of "competing"
address management systems is not desired by network operators, and carries the
strong risk of fragmenting address management policies, of fragmenting the Internet
itself, and of compromising the Internet’ s security and stability.

Equitable Distribution

We note the equitable distribution of addresses is already in place in the current IPv6
management system and addresses are being deployed actively and effectively
throughout the world at this time. Each RIR already has the same sized block to
distribute to networks within their region.

Actions

1. The proposal for a parallel address management system involves significant
risks and therefore requires a clear problem statement, complete explanation of its
details, and a thorough risk analysis of its consequence. The NAv6 paper satisfies
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none of these requirements. Therefore, the NAv6 proposal, the paper itself cannot
be considered as a substantial basis for discussion at the ITU IPv6 Group's work.

2. Since concern about potential IPv6 exhaustion appears to be one of the
fundamental concerns behind the ITU’ s studies into IPv6, we suggest that the ITU
conduct a study on this.

3. We ask the ITU's IPv6 Group follow the example of the Internet community
and the IGF process and make its documents and records available publicly, so that
all Internet stakeholders can participate in deliberations which could have global
ramifications. We ask ITU Member States and Sector Members to recall the Tunis
Agenda’ s call for a multi-stakeholder approach to Internet governance and call on
the ITU to support the current multi-stakeholder system of address management.

13



